
 
 
 

ISO 27001: Information 
Security Management 

System (ISMS) 
Awareness Seminar

 
Objectives 
 Understand the benefits in operating an Information Security Management System based on the ISO 27001: 2013 standard 
 Understand the requirements of the ISO 27001:2013 standard 
 Become familiar with the stages of implementing an ISMS based on ISO 27001 
 Understand the different information security controls as recommended in ISO 27002
 Get an overview of the ISO 27001:2013 certification process  
Course Outline (1 day) 
I. ISO 27001:2013 Overview 

a. Benefits in getting ISO 27001 Certified
b. ISO 27001:2013 compliance requirements 
c. Overview of the Risk Assessment Process
d. Overview of the Internal Audit Process

 
II. ISO 27002: Code of practice for information 

security controls 
a. Description of each security domain 
b. Recommended good practice for compliance 

(using the 114 controls!!!) 
 

III. Planning your ISO 27001:2013 certification journey 
a. Defining your scope  
b. Identifying the required implementation 

resources  
c. Avoiding common mistakes in implementing 

ISO 27001:2013 
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Understand the benefits in operating an Information Security Management System based on the ISO 
the ISO 27001:2013 

Become familiar with the stages of implementing an 
Understand the different information security controls as recommended in ISO 27002 
Get an overview of the ISO 27001:2013 certification 

Benefits in getting ISO 27001 Certified 
ISO 27001:2013 compliance requirements  
Overview of the Risk Assessment Process 
Overview of the Internal Audit Process 

ISO 27002: Code of practice for information 
Description of each security domain  
Recommended good practice for compliance 

Planning your ISO 27001:2013 certification journey  
Identifying the required implementation 

mistakes in implementing 

Who should attend?
This seminar is designed for individuals, employees, managers and/or information security professionals who would like to get an understanding of the ISO 27001: 2013 standard and the accompanying code of practice for information security controls as enumerated in ISO 27002.

 
Fee 
 Php 7,500.00 + 12% VatThe City Club Alphaland, Makati City
 Php 4,000.00 + 12% Vat
 Php 3,000.00 for Open Distance Learning (ODL)
Note: 
Early Registration Payment: Ten
PAID thirty (30) days before the training date
Group Discount: Five-Percent (5%) on Three (3) or More 
Participants 
 

 Lecturer 
Ronald A. Capacia

ITIL Certificate OLP Holder, CISCO Certified Network Associate
Contact us: 

(02) 8800-7777 | +63 9331557830
agc@agcdevcorp.com.ph 
training@agcdevcorp.com.ph
Suite 708, Fedman Suites, Salcedo Street, Legazpi Village, Makati City 1229 Philippines 

 

Who should attend? 
seminar is designed for individuals, employees, managers and/or information security professionals who would like to get an understanding of the ISO 27001: 2013 standard and the accompanying code of practice for information security controls as in ISO 27002. 

00.00 + 12% Vat for the Training Center at The City Club Alphaland, Makati City 
,000.00 + 12% Vat for E-Learning 

for Open Distance Learning (ODL) 

Early Registration Payment: Ten-Percent (10%) Discount if 
thirty (30) days before the training date 

Percent (5%) on Three (3) or More 

Ronald A. Capacia 
ITIL Certificate OLP Holder, CISCO Certified Network Associate 

7777 | +63 9331557830 
agc@agcdevcorp.com.ph | 
training@agcdevcorp.com.ph 
Suite 708, Fedman Suites, Salcedo Street, Legazpi Village, Makati City 1229 Philippines  


